Hello les devs du P6, j'ai une question concernant le login form de ce projet.

J’ai dans l’idée de :

1 – Récupérer les informations utilisateurs via une requête POST sur l’endpoint ( « / login » ).  
2 – Récupérer dans la BDD l’utilisateur associé à ce login (si il existe).  
3 – Vérifier si le pass est le même sur celui de l’entité Spring Data User créée.

4 – Si le pass est le bon, renvoyer une vue pour utilisateur loggé.

5 – Si le pass est faux, renvoyer la même vue avec un message d’erreur de la validité des identifiants.

Problème : il faut utiliser Spring security qui fait une shit tonne de chose implicitement et qu’il faut deviner (you gotta love it) !

1 – Quels traitements me sont délégués sur ce système de login ?

|  |  |  |
| --- | --- | --- |
| Traitements | Fait par spring sécurité | Fait par moi même |
| Récupérer les données suite au submit du form login (requête POST) |  |  |
| Instancier l’user correspondant au username passé dans le login form |  |  |
| Vérifier la correspondance entre le mdp et l’utilisateur créé |  |  |
| Renvoyer la vue utilisateur loggé |  |  |
|  |  |  |
|  |  |  |
|  |  |  |